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1 Introduction

This document is completed by a training course provider that is submitting a training course for accreditation within the The Open Group Certification for People: Open FAIR Certification program. 
This document is used in conjunction with the Training Course Accreditation Checklist. This document provides a mapping between the training course materials and the required learning outcomes whereas the Training Course Accreditation Checklist provides a mapping between the remaining documentation in the Accreditation Package and the program requirements. The assessor will use the full set of completed checklists to perform the documentation assessment phase of the accreditation process in order to determine whether the training course meets the Accreditation Requirements.
The applicant is required to submit a full set of documentation that collectively illustrates that each of the requirements listed in the Training Course Accreditation Checklist has been implemented and that each of the applicable learning outcomes is covered in the training course. The documentation set is called the Accreditation Package and includes the applicant’s quality management system documentation, the training course materials, the trainer credentials, and any other supporting documentation.

The applicant has some latitude as to how to meet the documentation submission requirements as the exact form and number of documents will vary between applicants. However the format of this document should not be changed and all mandatory parts must be completed. 
Regardless of the application used to populate it, this document must be submitted in a format that can be edited by the assessor. Microsoft Word, iWork Pages, and Open Office are acceptable formats. Alternate formats may be used only with approval from the assessor.
1.1 Training Course Information

Provide information on the training provider and the training course to be accredited. This information must be the same as is specified in the Training Course Accreditation Checklist, of which this document forms a part.
	Organization Name
	

	Training Course Name
	


1.2 Applicant Document Submission

Training course materials are those documents used in the delivery of the course, as provided to candidates and trainers, and include presentations, candidate handouts, course tutor notes, exercises, and case studies. Training course materials are submitted in the language used to deliver the course.
For each document submitted for the assessment, enter the name of the document in the “Document Title” column. The “Document Reference” is a short, unique identifier you assign to the document to enable shorthand references to the document in the tables that follow. Where possible this identifier should relate easily to filenames uploaded. You may optionally enter any relevant comment concerning the document in the “Comment” column. If any of the training course materials are also listed in Section 1.1 of the Training Course Accreditation Checklist, use the same Document Title and Document reference in each checklist.
	Document Title
	Document Reference
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


1.3 Checklist Instructions

When you complete an entry in the table, use the value in “Document Reference” column from Section 1.1 above in the “Document in which evidence is found” column in the checklist. Enter the section number, slide number, or location within the document in the “Reference within document” column so the assessor may easily identify where and how the learning outcome is covered in your course materials. Failure to do so may result in this checklist being rejected and thus having to be revised and re-submitted.

1.4 Key to the Training Materials Mapping References

The Conformance Requirements document upon which this checklist is based is The Open Group Certification for People: FAIR Conformance Requirements (Document X1308, October 2013), Version 1.0.

The acronyms below are used in the checklist in this section to identify the document from which the specified requirement is derived, as indicated in the “Requirement Source” column.
	Acronym
	Document

	O-RA
	The Open Group Standard for Risk Analysis (Document C13G, October 2013), Version 1.0

	O-RT
	The Open Group Standard for Risk Taxonomy (Document CK13, October 2013), Version 2.0


1.5 Key to the Training Course Materials Checklist

	Item
	Description

	Unit
	The unit within the Conformance Requirements document.

	Unit Reference Number
	The unit section number reference within the Conformance Requirements document.

	Learning Outcome Reference
	The Learning Outcome within that section in the Conformance Requirements document.

	Requirement Source
	The document and section number(s) from which the requirement is derived.

	Document in which evidence is found
	Insert the short-form document name (e.g., “Document Reference” from Section 1.2) as a reference to where the Learning Outcome is covered in your submitted training material.

	Reference within document
	Insert the section number in the document that addresses the requirement. You could also reference slide numbers. Do not use page numbers as these may not stay the same when the assessor is viewing your document.

	Other pertinent information 
	Additional information that will demonstrate that the Learning Outcome is covered within your course. You could insert verbatim text here if it is brief. The use of this column is optional.

	Applicant Comment
	Anything else you would like the assessor to know, and that might move forward the assessment process. The use of the column is optional.

	Assessor Comment
	As stated, for official use only and not for completion by the applicant.


2 Open FAIR Training Course Materials Checklist for Level 1
Complete the checklist below to assert where each Learning Outcome is addressed in your submitted training material.
	Unit
	#
	Learning Outcome Reference
	Rqmt Source
	Document in which evidence is found
	Reference within document 
	Other pertinent information
(e.g., text extract)
	Applicant Comment
	Assessor Comment 
(Leave blank - for official use only)

	1. Basic Risk Concepts
The purpose of this Learning Unit is to introduce the basic concepts of risk analysis.
	1.1.1
	1. Describe the difference between probability and possibility
	O-RT C2, 3.3, 3.4.4
	
	
	
	
	

	
	1.1.1
	2. Define phrases as statements of probability or possibility
	O-RT C2, 3.3, 3.4.4
	
	
	
	
	

	
	1.1.2
	3. Identify that risk analyses are not reliable predictions of future events 
	O-RT C2, 3.5
	
	
	
	
	

	
	1.1.3
	4. Identify and order the elements within the risk management stack
	O-RT 2.2
	
	
	
	
	

	2. Terminology
The purpose of this Learning Unit is to help the Candidate demonstrate an understanding of all aspects of risk terminology, including both Taxonomy and Terms.
	2.1.1
	1. Define risk
	O-RT 3.2
	
	
	
	
	

	
	2.1.1
	2. Identify the elements within the FAIR Risk Taxonomy
	O-RT 3.1
	
	
	
	
	

	
	2.1.2
	3. Define Loss Event Frequency (LEF)
	O-RT 3.3
	
	
	
	
	

	
	2.1.2
	4. Describe the difference between LEF and TEF, and identify examples of each
	O-RT 3.3, 3.4
	
	
	
	
	

	
	2.1.2
	5. Identify the factors that drive LEF
	O-RT 3.3
	
	
	
	
	

	
	2.1.2
	6. Identify the data type used for LEF
	O-RT 3.3
	
	
	
	
	

	
	2.1.3
	7. Define Threat Event Frequency (TEF)
	O-RT 3.4
	
	
	
	
	

	
	2.1.3
	8. Identify the factors that drive TEF
	O-RT 3.4
	
	
	
	
	

	
	2.1.3
	9. Demonstrate an example of malicious TEF
	O-RT 3.4
	
	
	
	
	

	
	2.1.3
	10. Demonstrate an example of non-malicious TEF
	O-RT 3.4
	
	
	
	
	

	
	2.1.3
	11. Identify the data type used for TEF
	O-RT 3.4
	
	
	
	
	

	
	2.1.4
	12. Define contact frequency
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.4
	13. Demonstrate an understanding of an example of contact frequency
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.4
	14. Identify the data type used for contact frequency
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.5
	15. Define random contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.5
	16. Describe examples of random contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.5
	17. Identify factors that affect the frequency of random contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.6
	18. Define regular contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.6
	19. Describe examples of regular contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.7
	20. Define intentional contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.7
	21. Identify an example of intentional contact
	O-RT 3.4.1
	
	
	
	
	

	
	2.1.8
	22. Define Probability of Action (PoA)
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.8
	23. Identify the three factors that affect PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.8
	24. Identify the data type used for PoA (%)
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.9
	25. Demonstrate an understanding of an example of how perceived value drives PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.9
	26. Demonstrate an understanding of an example of how changes in perceived value may affect PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.10
	27. Identify how perceived Level of Effort (LoE) affects PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.10
	28. Identify how perceived LoE may affect PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.11
	29. Describe how perceived risk may affect PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.11
	30. Describe how changes in perceived risk may affect PoA
	O-RT 3.4.2
	
	
	
	
	

	
	2.1.12
	31. Define Vulnerability (Vuln)
	O-RT 3.4.3
	
	
	
	
	

	
	2.1.12
	32. Identify the factors that determine Vuln
	O-RT 3.4.3
	
	
	
	
	

	
	2.1.13
	33. Define Threat Capability (TCap)
	O-RT 3.4.4
	
	
	
	
	

	
	2.1.13
	34. Identify the factors that drive TCap
	O-RT 3.4.4
	
	
	
	
	

	
	2.1.13
	35. Describe TCap in the context of a malicious scenario, as well as a human error scenario
	O-RT 3.4.4
	
	
	
	
	

	
	2.1.13
	36. Identify the data type for TCap (%)
	O-RT 3.4.4
	
	
	
	
	

	
	2.1.14
	37. Describe an example of how threat agent skills can be affected (e.g., by using an obscure technology).
	O-RT 4.2.2
	
	
	
	
	

	
	2.1.15
	38. Identify the two factors that make up resources
	O-RT 4.2.2
	
	
	
	
	

	
	2.1.15
	39. Describe how affecting time and/or material can affect Vuln
	O-RT 4.2.2
	
	
	
	
	

	
	2.1.16
	40. Define Resistance Strength (RS) (in a malicious or natural context) and difficulty (in a human error scenario)
	O-RT 3.4.5
	
	
	
	
	

	
	2.1.16
	41. Identify the data type for RS (%)
	O-RT 3.4.5
	
	
	
	
	

	
	2.1.17
	42. Define Loss Magnitude (LM)
	O-RT 3.5
	
	
	
	
	

	
	2.1.17
	43. Identify and describe the two categories of loss (primary and secondary)
	O-RT 3.5
	
	
	
	
	

	
	2.1.18
	44. Define primary loss
	O-RT 3.5.3
	
	
	
	
	

	
	2.1.18
	45. Describe examples of primary loss
	O-RT 3.5.3
	
	
	
	
	

	
	2.1.18
	46. Identify which forms of loss are most common for primary loss
	O-RT 3.5.3
	
	
	
	
	

	
	2.1.19
	47. Define secondary loss
	O-RT 3.5.4
	
	
	
	
	

	
	2.1.19
	48. Describe an example of secondary loss
	O-RT 3.5.4
	
	
	
	
	

	
	2.1.20
	49. Define Secondary Loss Event Frequency (SLEF)
	O-RT 3.5.4
	
	
	
	
	

	
	2.1.20
	50. Identify the data type for SLEF (%).
	O-RT 3.5.4
	
	
	
	
	

	
	2.1.21
	51. Define Secondary Loss Magnitude (SLM)
	O-RT 4.2.3.4, O-RA 4.1.3.2
	
	
	
	
	

	
	2.1.21
	52. Identify which forms of loss are most common for secondary loss
	O-RT 4.2.3.4, O-RA 4.1.3.2
	
	
	
	
	

	
	2.2.1
	53. Define asset
	O-RA Glossary, 4.1.1.2


	
	
	
	
	

	
	2.2.1
	54. Describe examples of assets
	O-RA Glossary, 4.1.1.2


	
	
	
	
	

	
	2.2.2
	55. Define threat
	O-RT Glossary
	
	
	
	
	

	
	2.2.2
	56. Describe examples of threats
	O-RT Glossary
	
	
	
	
	

	
	2.2.3
	57. Define threat community
	O-RT Glossary
	
	
	
	
	

	
	2.2.3
	58. Describe examples of threat communities
	O-RT 4.2.1.2
	
	
	
	
	

	
	2.2.4
	59. Define threat profiling
	O-RA 4.1.1.3
	
	
	
	
	

	
	2.2.4
	60. Describe examples of threat profile elements
	O-RA 4.1.1.3
	
	
	
	
	

	
	2.2.4
	61. Describe the importance/value of threat profiles
	O-RA 4.1.1.3
	
	
	
	
	

	
	2.2.5
	62. Define secondary stakeholders
	O-RT 3.5.4
	
	
	
	
	

	
	2.2.5
	63. Describe examples of secondary stakeholders
	O-RT 3.5.4
	
	
	
	
	

	
	2.2.6
	64. Define threat event
	O-RT 3.4
	
	
	
	
	

	
	2.2.6
	65. Describe an example of a malicious threat event
	O-RT 3.4
	
	
	
	
	

	
	2.2.6
	66. Describe an example of a non-malicious threat event
	O-RT 3.4
	
	
	
	
	

	
	2.2.6
	67. Explain the difference between threat events and loss events
	O-RT 3.3, 3.4
	
	
	
	
	

	
	2.2.7
	68. Define loss event
	O-RT 3.3
	
	
	
	
	

	
	2.2.7
	69. Describe an example of a loss event
	O-RT 3.3
	
	
	
	
	

	
	2.2.8
	70. Define primary stakeholder
	O-RT 3.5.3, O-RA Glossary
	
	
	
	
	

	
	2.2.8
	71. Describe an example of a primary stakeholder
	O-RT 3.5.3, O-RA Glossary
	
	
	
	
	

	
	2.2.9
	72. Demonstrate an understanding of loss flow
	O-RT 3.5.2, 3.5.3, 3.5.4
	
	
	
	
	

	
	2.2.10
	73. Identify the six forms of loss
	O-RT 3.5.1, 3.5.4
	
	
	
	
	

	
	2.2.11
	74. Identify the two types of productivity loss (reduced revenue, unproductive employee time)
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.12
	75. Describe an example of revenue loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.12
	76. Describe the difference between lost revenue and delayed revenue
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.12
	77. Identify sources of reliable data regarding lost revenue
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.13
	78. Describe an example of resource utilization loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.13
	79. Identify sources of data related to the cost of employee time
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.14
	80. Define response loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.14
	81. Identify examples of response loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.14
	82. Identify sources of data for response costs
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.15
	83. Define replacement cost
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.15
	84. Describe examples of replacement costs
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.16
	85. Define competitive advantage loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.16
	86. Describe an example of competitive advantage loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.16
	87. Identify potentially reliable sources of competitive advantage loss data within an organization
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.17
	88. Define Fine and Judgment (F&J) loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.17
	89. Describe an example of Fine and Judgment (F&J) loss
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.17
	90. Identify potentially reliable sources of F&J data
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.18
	91. Describe reputation damage
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.18
	92. Describe examples of reputation damage
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.18
	93. Identify potential sources of reliable reputation damage data within an organization
	O-RT 3.5.1
	
	
	
	
	

	
	2.2.19
	94. Define control
	O-RA 5, 5.1
	
	
	
	
	

	
	2.2.20
	95. Describe examples of controls that reduce the potential for contact with threat agents
	O-RA 5.2
	
	
	
	
	

	
	2.2.21
	96. Describe examples of deterrent controls
	O-RA 5.3
	
	
	
	
	

	
	2.2.22
	97. Describe examples of resistive controls
	O-RA 5.4
	
	
	
	
	

	
	2.2.23
	98. Describe examples of responsive controls
	O-RA 5.5
	
	
	
	
	

	3. Results
The purpose of this Learning Unit is to help the Candidate demonstrate an understanding of the various aspects of developing and interpreting FAIR risk analysis results.
	3.1
	1. Describe frequency and magnitude results from a FAIR analysis
	O-RA 4.2.6
	
	
	
	
	

	
	3.2.1
	2. Describe the purpose for applying qualifiers to the results of an analysis
	O-RA 4.2.2
	
	
	
	
	

	
	3.2.1
	3. Identify the two types of qualifiers
	O-RA 4.2.2
	
	
	
	
	

	
	3.2.2
	4. Define the fragile qualifier
	O-RA 4.2.2
	
	
	
	
	

	
	3.2.2
	5. Describe an example of a fragile condition
	O-RA 4.2.2
	
	
	
	
	

	
	3.2.3
	6. Define the unstable qualifier
	O-RA 4.2.2
	
	
	
	
	

	
	3.2.3
	7. Describe an example of an unstable condition
	O-RA 4.2.2
	
	
	
	
	

	
	3.2.4
	8. Identify why translating quantitative results into qualitative values may be useful
	O-RA 4.2.4
	
	
	
	
	

	
	3.2.4
	9. Demonstrate an understanding of challenges associated with defining and using qualitative scales
	O-RA 4.2.4
	
	
	
	
	

	
	3.2.5
	10. Describe the difference between capacity for loss and subjective tolerance for loss
	O-RA 4.2.3
	
	
	
	
	

	
	3.2.6
	11. Demonstrate an understanding of capacity for loss
	O-RA 4.2.3
	
	
	
	
	

	
	3.2.7
	12. Define subjective tolerance for loss
	O-RA 4.2.3
	
	
	
	
	

	
	3.2.8
	13. Demonstrate translating quantitative values into qualitative ranges
	O-RT 4.2.3.1, O-RA 4.2.4
	
	
	
	
	

	
	3.3
	14. Describe the process of developing business cases based on risk analyses
	O-RA 5
	
	
	
	
	

	
	3.4
	15. Demonstrate an understanding of how FAIR complements other security assessment frameworks (e.g., ISO)
	O-RT C.2, C.3, C.4
	
	
	
	
	

	4. Analysis Process
The purpose of this Learning Unit is to help the Candidate demonstrate an understanding of the process of risk analysis.
	4.1
	1. Describe the role assumptions play in analyses
	O-RA 2.1, 3.1.4, 4.1.1.1
	
	
	
	
	

	
	4.1
	2. Identify ways of managing the effect of assumptions in analyses
	O-RA 2.1, 3.1.4, 4.1.1.1
	
	
	
	
	

	
	4.2
	3. Describe why scenario scoping and definition is important
	O-RA 2.3, 4.1.1.1, 4.1.1.4, 4.1.1.5, 4.2.2.2
	
	
	
	
	

	
	4.2
	4. Describe examples of how an inadequately scoped analysis may become challenging
	O-RA 2.3, 4.1.1.1, 4.1.1.4, 4.1.1.5, 4.2.2.2
	
	
	
	
	

	
	4.2.1
	5. Demonstrate an understanding of why a clear loss event definition is critical
	O-RT 3.3, 
O-RA 4.1.1.4
	
	
	
	
	

	
	4.2.1
	6. Describe an example of a loss event
	O-RT 3.3, 
O-RA 4.1.1.4
	
	
	
	
	

	
	4.2.2
	7. Define threat community
	O-RT 4.2.1.2, 
O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.3
	8. Define threat profiling
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.3
	9. Identify advantages to performing threat profiling
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.3
	10. Identify potential threat profile parameters
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.4
	11. Define asset
	O-RA 4.1.1.2, Glossary
	
	
	
	
	

	
	4.2.4
	12. Describe why a clear definition of the assets at risk is critical in performing good analyses
	O-RA 4.1.1.2
	
	
	
	
	

	
	4.2.5
	13. Define threat vector
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.5
	14. Describe why differentiating threat vectors in an analysis can be important
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.6
	15. Describe an example of a malicious scenario
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.6
	16. Describe an example of an error scenario
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.6
	17. Describe an example of a failure scenario
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.6
	18. Describe an example of a natural scenario
	O-RA 4.1.1.3
	
	
	
	
	

	
	4.2.7
	19. Identify key considerations that are important when deciding whether to combine or decompose scenarios
	O-RA 4.1.1.5
	
	
	
	
	

	
	4.3
	20. Describe why documenting measurement rationale is important
	O-RA 4.2.1
	
	
	
	
	

	
	4.3.1
	21. Identify good versus bad rationale documentation
	O-RA 4.2.1
	
	
	
	
	

	
	4.4
	22. Identify the reasons for choosing higher or lower levels of abstraction in analysis
	O-RT 4.2, 
O-RA 4.2.2, 4.1.2.1
	
	
	
	
	

	
	4.4.1
	23. Identify good versus poor data
	O-RT B.2
	
	
	
	
	

	
	4.4.1
	24. Identify the characteristics of good data
	O-RT B.2
	
	
	
	
	

	
	4.4.2
	25. Describe the principle of diminishing returns within the context of choosing an abstraction level for analysis
	O-RT B.3
O-RA 4.1.2.1
	
	
	
	
	

	
	4.5
	26. Identify potential sources of information for various risk factors
	O-RT B.2
	
	
	
	
	

	
	4.5
	27. Describe the difference between good and poor sources of data
	O-RT B.2
	
	
	
	
	

	
	4.5.1
	28. Describe the difference between questions that elicit more subjective data versus more objective data
	O-RA 3.7
	
	
	
	
	

	
	4.6
	29. Identify different methods for troubleshooting analyses
	O-RA 4.2.2
	
	
	
	
	

	
	4.6.1
	30. Describe how to use the taxonomy to resolve disagreements between analyst estimates
	O-RA 4.2.2
	
	
	
	
	

	
	4.6.2
	31. Describe how to use multiple analysis outcomes to resolve disagreements between analyst estimates
	O-RA 4.2.2
	
	
	
	
	

	
	4.6.3
	32. Demonstrate an understanding of the role different assumptions can play in analyst estimate disagreements
	O-RA 4.2.2
	
	
	
	
	

	5. Measurement
The purpose of this Learning Unit is to help the Candidate demonstrate an understanding of how risk elements can be best measured.
	5.1
	1. Describe the purpose of calibration
	O-RA 3.1
	
	
	
	
	

	
	5.1.1
	2. Describe the purpose for starting with absurd estimates
	O-RA 3.1.1
	
	
	
	
	

	
	5.1.1
	3. Describe an example of starting with the absurd
	O-RA 3.1.1
	
	
	
	
	

	
	5.1.2
	4. Describe the purpose for decomposing the problem within the context of making estimates
	O-RA 3.1.2
	
	
	
	
	

	
	5.1.2
	5. Describe an example of decomposing a problem
	O-RA 3.1.2
	
	
	
	
	

	
	5.1.3
	6. Demonstrate an understanding of the purpose for using the wheel when making calibrated estimates
	O-RA 3.1.3
	
	
	
	
	

	
	5.1.3
	7. Describe an example of using the wheel to make calibrated estimates
	O-RA 3.1.3
	
	
	
	
	

	
	5.1.4
	8. Describe an example of using the wheel to make calibrated estimates with 90% confidence
	O-RA 3.1.3
	
	
	
	
	

	
	5.1.5
	9. Describe an example of using the wheel to make calibrated estimates with 95% confidence at either end of the range
	O-RA 3.1.3
	
	
	
	
	

	
	5.1.6
	10. Describe the purpose for challenging assumptions when estimating
	O-RA 3.1.4
	
	
	
	
	

	
	5.2
	11. Demonstrate an understanding of the advantages of using distributions when making measurements
	O-RA 3.2
	
	
	
	
	

	
	5.2
	12. Identify the four parameters used when making estimates in FAIR analyses
	O-RA 3.2
	
	
	
	
	

	
	5.3
	13. Describe what the most likely value in a distribution represents
	O-RA 3.3
	
	
	
	
	

	
	5.3
	14. Define mode within the context of a distribution
	O-RA 3.3
	
	
	
	
	

	
	5.4
	15. Describe how Monte Carlo works
	O-RA 3.4
	
	
	
	
	

	
	5.4
	16. Identify the primary advantage of using Monte Carlo
	O-RA 3.4
	
	
	
	
	

	
	5.5.1
	17. Describe how confidence in the end-points of a range is determined
	O-RA 3.5.1
	
	
	
	
	

	
	5.5.2
	18. Describe how confidence in the end-points of a range is determined
	O-RA 3.5.2
	
	
	
	
	

	
	5.6
	19. Describe the difference between accuracy and precision
	O-RA 3.6
	
	
	
	
	

	
	5.6
	20. Describe the primary concern regarding precision
	O-RA 3.6
	
	
	
	
	

	
	5.6
	21. Describe an example of an estimate that is precise but inaccurate
	O-RA 3.6
	
	
	
	
	

	
	5.6
	22. Describe an example of an estimate that is accurate but not precise
	O-RA 3.6
	
	
	
	
	

	
	5.6
	23. Demonstrate an understanding of the concept of “useful degree of precision”
	O-RA 3.6
	
	
	
	
	

	
	5.7
	24. Demonstrate an understanding of the difference between objectivity and subjectivity
	O-RA 3.7
	
	
	
	
	

	
	5.7
	25. Describe an example of data that is more subjective in nature
	O-RA 3.7
	
	
	
	
	

	
	5.7
	26. Describe an example of data that is more objective in nature
	O-RA 3.7
	
	
	
	
	

	
	5.7
	27. Demonstrate an understanding that pure objectivity is not achievable
	O-RA 3.7
	
	
	
	
	

	
	5.8
	28. Describe the process of deriving Vuln using TCap and RS estimates
	O-RA 3.8
	
	
	
	
	

	
	5.8.1
	29. Define Threat Capability (TCap) Continuum
	O-RA 3.8.1
	
	
	
	
	

	
	5.8.2
	30. Describe how to estimate the TCap for a threat community
	O-RA 3.8.2
	
	
	
	
	

	
	5.8.2
	31. Describe what the minimum, maximum, and ML points on a TCap distribution represent
	O-RA 3.8.2
	
	
	
	
	

	
	5.9
	32. Demonstrate an understanding of limitations associated with ordinal scales
	O-RA 3.9
	
	
	
	
	

	
	5.10
	33. Demonstrate an understanding that more effort in gathering data is not always offset by material improvements in analysis quality
	O-RA 3.10
	
	
	
	
	

	6. Open FAIR Certification Program (Non-examinable)

The purpose of this Learning Unit is to help the Candidate demonstrate an understanding of The Open Group Certification for People: FAIR Certification Program.
	
	1. Explain The Open Group Certification for People: FAIR Certification Program, and distinguish between the levels for certification as an advanced certification level is developed.
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